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Scope

As part of its normal marketing activities, Dish Network and its authorized retailers use the
telephone to acquire new accounts. The use of the telephone for outbound telemarketing activity
is regulated by state and federal law. As such, Dish Network and its retailers must comply with
the state and federal regulations regarding the use of the telephone. In addition to compliance
on all outbound telemarketing calls, Dish Network is also faced with the issue of monitoring and
enforcing compliance activity for entities that market on its behalf. Specifically, Dish Network
must monitor outbound telemarketing activity to verify calls are compliant and are not placed to
telephone numbers on the National DNC list or the Dish Network company-specific DNC list.

PossibleNOW and CompliancePoint have created a program that will allow Dish Network to meet
the monitoring and enforcement requirements of state and federal law. PossibleNOW and
CompliancePoint met with key project stakeholders in Englewood, CO on August 6, 2009 to
discuss the details of the proposed retailer monitoring and enforcement initiatives. Dish Network
desires to implement several telemarketing and Do Not Call compliance initiatives to ensure
federal, state and corporate compliance requirements are being met by third parties as well as
their own internal call center operations.

The monitoring and enforcement program is scalable and appropriate in terms of rigor to variable
third party operations. There are three options that will provide Dish Network with variable levels
of compliance due diligence rigor. The tier levels are not designed to be proportionate to the size
of a call center or retailer operation; rather, they are based on depth and scope. For instance,
Dish may have large scale partners that have an established history of conformance. Tier 1
(compliance survey) may be an appropriate level of rigor in this case. Alternatively, smaller scale
operations that have been consistent sources of complaints may be required to undergo a Tier 3
Certification. PossibleNOW recommends that any potential new partner undergo the Tier 3
Certification as a prerequisite to joining the Dish Network family of partners.

PossibleNOW and CompliancePoint believe that the proposed services will allow Dish Network to
meet the state and federal requirements for monitoring and enforcing compliance.
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Approach

Introduction:

W1--W0000  OZ-

Compliance

PossibleNOW and CompliancePoint recommend the following monitoring and enforcement
program. There are three components to the recommendation: 1) Initial process audit, 2)

Ongoing DNC data audit, and 3) Ongoing compliance support for Dish Network itself.
PossibleNOW and CompliancePoint recommend that Dish Network assess the compliance process
to anyone that uses the telephone. Three unique tiers are recommended to accomplish this and
they vary based on depth and rigor.

Part 1: Suggested Third Party Due Diligence Tier Levels

Tier 1 Compliance Survey: Compliance survey of specified third party and retailer call centers.

• Benefits: The compliance survey will gauge the call center's knowledge of federal, state
and Dish Network corporate compliance guidelines. An analysis of the responses to
survey questions could be used to determine if further action is required including
training, compliance assessments or certifications. The effectiveness of this program will
be augmented by performance of a periodic DNC data audit.

• Relevance: Basic compliance review for all retailers that use the telephone for new
client acquisitions

• Cost: $1000 per authorized retailer

Tier 2 Compliance Assessment: Compliance assessment of specified third party and retailer

call centers.

• Benefits: The assessment program provides a compliance review of all high risk
compliance areas including compliance with Do Not Call, call abandonment and Caller ID.
The effectiveness of this program can be augmented by performance of a periodic DNC
data audit.

• Relevance: Aggressive retailers that use outbound telemarketing as a part of their
strategy

• Cost: 52500 per authorized retailer

Tier 3 Compliance Certification: Compliance certification of specified in house, third party and
retailer call centers.

• Benefits: The certification program provides a thorough review and certification of all
federal and state telemarketing and Do Not Call issues. Dish would be assured that
"certified" call centers possess the processes and procedures to meet or exceed

PossibleNOW Confidential August 2009 Page 3
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regulatory as well as Dish Network corporate requirements. Onsite audits if deemed
necessary are available. The effectiveness of this program can be augmented by
performance of a periodic DNC data audit.

• Relevance: Tier 3 is best suited for high volume, larger scale operations including Dish
Network's internal call centers. Tier 3 is also useful as a remediation tool for call center
operations with high complaint levels as well as prospective new third party call center
operations.

• Cost: $4500 per authorized retailer

Part 2: Do Not Call and Call Abandonment Rate Compliance Data Audits

As part of the monitoring and enforcement program, not only will PossibleNOW and
CompliancePoint provide initial audits, we will also provide ongoing monitoring and enforcement.
A randomly selected population of retailers will be audited each quarter.

The periodic audits will review telephone numbers dialed to ensure they were in compliance with
National, state, wireless, and Dish Network internal DNC lists at the time of dial. Compliance with
the call abandonment safe harbor requirements will also be audited. The audit service accounts
for all available grace periods and includes remediation of all potentially violation calls as well as
full documentation of performance and issue resolution.

Exempt Calls (EBR) 
• Federal and State inquiry/transaction EBR exemption rules
• Wireless ported number compliance
• Wireless block compliance
• Dish/third party internal DNC list compliance
• Dish corporate policies

Non-exempt Calls (acquisition/purchased leads/cold calls) 
• Federal and state DNC list compliance
■ Wireless ported number compliance
• Wireless block compliance
• Dish/third party internal DNC list compliance
■ Dish corporate policies

Call Abandonment Rate Compliance 
• Determines if more than 3% of calls answered by a live person were abandoned per

campaign, per 30 day period.

Benefits: Despite possessing detailed compliance guidelines, DNC suppression methodologies
and training, violations of DNC and call abandonment rules occur every day. Human error,
omission, miscommunications, lack of understanding of the rules and poor campaign
management can contribute to violations at the time of dial despite Dish's best efforts to comply.
DNC Audit reveals "suspect" calls resulting in further investigation with the retailer to verify facts,
define process errors and develop remediation procedures. All of these steps are documented
and serve as the strongest evidence of due diligence and efforts to comply in case errors result in
regulator investigations.
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Cmp nc
Audit schedules will be developed to ensure all identified retailers are periodically audited on a
randomized basis. Quarterly audits will be effective if the process is random with immediate steps
to remediate identified issues

Our consultants will review audit results and work directly with each call center to remediate
identified anomalies. This remediation includes compliance education and training where
necessary as well as consultation on process improvement. All remediation efforts will be fully
documented and submitted to Dish Network on a monthly basis.

Relevance: Ongoing data audits and abandonment rate analysis will allow Dish Network to
meet the monitoring and enforcement requirements of state and federal regulation.

Cost: Data Audit $100 per retailer per audit to be charged to the retailer, $5,000 consultative
fees for remediation of all retailer results to be charged to Dish directly.

Part 3: Ongoing Corporate Consultative Support:

Dish Network is currently tasked with monitoring the regulation for changes and making sure that
the marketing programs are conducted according to state and federal regulation. As such,
PossibleNOW recommends Dish Network partner with CompliancePoint directly on an ongoing
basis.

Retainer consultative services to perform compliance consulting services as required or as
directed by Dish Network

Benefits: CompliancePoint consultants are industry recognized experts in not only the regulatory
requirements but are equally qualified in the operational aspects of compliance. All of our
consultants are Certified Information Privacy Professional's (CIPP) including members who are
certified Self Regulatory Organization teleservices auditors. Available services include but are not
limited to:

• Consultation on regulatory matters to include US federal and state, Canadian
telemarketing and do not call, CANSPAM, Junk Fax Prevention Act, and US Postal code
compliance

• Opt in strategy development
• General corporate compliance officer support
• Consumer complaint reduction strategy development
• Compliance monitoring and enforcement activities
• New client due diligence
• Telemarketing script and contract reviews
• Compliance education and training
• Assistance with regulator investigative inquiries
• Onsite in Atlanta or client site compliance officer training program
• Implementation of compliance recommendations
• Participation in planning sessions
• Development of documentation to include

- DNC Policy
- DNC Policy training

PossibleNOW Confidential August 2008 Page 5
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- Corporate Compliance guidelines
- General compliance training

• Consultation regarding process implementation
• Establishment of a compliance review committee
• Participation in a compliance review committee
• Consultation regarding state telemarketing registration issues
• Assistance with the ATA Self Regulatory Organization audit preparedness

Relevance: CompliancePoint would become a true partner with Dish Network and a regulatory
resource for all compliance and marketing efforts.

Cost: Recommended initial level is 30 hours per month at $4,500. Rate of consulting support is
$150 per hour.
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Telemarketing Monitoring and Enforcing Pricing

Part 1: Initial Due Diligence Tiers

Program Implementation Fees

One Time Fees

Tier 1 — Compliance Survey $1,000

Tier 2 — Compliance Assessment $2,500

Tier 3 — Compliance Certification $4,500

Description: PossibleNOW will work closely with Dish Network and its retailers audit compliance
processes. Three tier based on varied rigor will be used to conduct the audit. PossibleNOW
recommends all retailers that use the telephone go through the Tier 1 at a minimum.

Part 2: Do Not Call and Call Abandonment Rate Analysis

1111111111111111111111111 11101111111 IIIIIIIIII
Service Description?

DNC Audit and
Call
Abandonment
Rate Analysis

Audit of exempt and non-exempt calls as well
as abandonment rate analysis to determine if
calls were compliant at the time of dial.

Cost Per Monthly Cost 
Retailer  to. -Dish 

Per quarter    Network  

$150 $4,500

Part 3: Ongoing Compliance Consulting

  i...............
Service  

Ongoing
Compliance
Consulting

 ?Illlllldddddddlllllllllllllll
Description;;;

Retainer to Include: monitoring and advising
Dish Network on changes to the regulatory
landscape, maintain all registration and 3rd party
list subscriptions, developing additional pre-
campaign guidelines, and monitoring ongoing
campaign compliance

Hours per
Month

30

Hourly
Rate

$150

Total
MetalY.. Fems::::

$4,500
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Summary

C mph n ftin "
r~k ? {

PossibleNOW and CompliancePoint are uniquely qualified to provide the above services. With
nearly 10 year of experience in the compliance and direct-to-consumer marketing space, the
expertise and insight gained is unparalleled.

CompliancePoint has extensive experience in managing and deploying monitoring and enforcing
solutions for many top name direct-to-consumer marketers. Based on the current relationship
Dish Network has with PossibleNOW, additional value will be delivered as the CompliancePoint
partners with PossibleNOW to deliver the most appropriate services and solutions possible.

PossibleNOW and CompliancePoint look forward to working with Dish Network on a consulting
level. The above proposal will seek to ensure that Dish Network meets the monitoring and
enforcement requirements of the law and maintain the best posture possible as it relates to
compliance.

For additional information on this quote, please contact.,

Guy Caldwell
Sr. Business Development Manager
Phone: (770) 255-1042
Email: gcaldwell@possiblenow.com
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U.S. Department of Justice

Office of Consumer Litigation

Post Office Box 386
Washington, D.C. 20044-0386

Lewis Rose
Kelley Drye & Warren LLP
3050 K St. NW, Suite 400
Washington, DC 20007-5108
Via e-mail to Lrose(a),KelleyDrye.com

Joseph A. Boyle
Kelley Drye & Warren LLP
200 Kimball Dr.
Parippany, NJ 07054
Via e-mail to iboyleAkelleydrye.com

Telephone: (202) 616-8242
Telecopier: (202) 514-8742

September 3, 2009

Henry T. Kelly
Kelley Drye & Warren LLP
333 W. Wacker Dr. Suite 2600
Chicago, IL 60606
Via e-mail to hkelly64kellydrye.com

Re: United States, et al. v. Dish Network, LLC, No. 3:09-cv-03073 (C.D. Ill. filed
Mar. 25, 2009)

(Settlement material—Subject to evidentiary restrictions of red. R. Evid.
408)

Dear Counsel:

In advance of our in-person settlement conference set for Wednesday next week,
September 9, 2009, please find enclosed a further proposed consent decree. For convenience, I
am enclosing it in three formats: PDF, WordPerfect, and Word.

As you will see, its terms follow the DIRECTV consent decree. It defines "Authorized
Telemarketer" to include any person that has received express written authorization from Dish to
use telemarketing to market Dish goods or services. (This tracks the definition in Dish's June 17,
2009, proposal.)

Our current proposal does not include "cure" provisions that would let Dish continue
doing business with (and profiting from the activities of) authorized dealers who engage in
telemarketing contrary to the consent decree's (proposed) requirements. This is because the cure
provisions we've seen so far appear to swallow the rule. We are willing to hear more restricted
proposals, so let me explain in more detail what we see as the problems.

Dish's past cure proposals simply indicate that Dish need not terminate an authorized
dealer for violations if it "has cured the conduct set forth in this Part within ten (10) days notice
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Lew Rose, Joseph A. Boyle, and Henry T. Kelly
September 3, 2009
Page 2 of 5

by Dish Network." (In Dish's 6/17/09 proposal, see § II(F), second unnumbered paragraph
provision (ii) at 13; § III, second unnumbered paragraph provision (ii) at 15.)

Broadly speaking, there are three categories of interest here: First, authorized dealers who
telemarket Dish services without express written authorization from Dish (and who thus have not
demonstrated to Dish's satisfaction that they have effective compliance programs in place), but
who do not violate substantive telemarketing requirements; second, authorized dealers whom
Dish has expressly authorized in writing to engage in telemarketing (i.e., "authorized
telemarketers"), but who violate substantive telemarketing requirements in the course of
telemarketing Dish services; and third, authorized dealers who telemarket without Dish's
permission and moreover violate substantive telemarketing requirements while doing so.

1. Authorized dealers telemarketing without Dish's permission (but without
violating substantive telemarketing requirements)

Any provisions for the first category would need to deter authorized dealers from
telemarketing Dish services without Dish's permission; and give Dish incentives to make sure
that its authorized dealers do not do so. Where the consent-decree violation is simply
telemarketing Dish services without Dish's permission, it appears that Dish itself could cause the
authorized dealer to "cure the conduct" by giving the dealer the required express written
permission within ten days. Especially where failing to grant such permission would require
Dish to terminate an authorized dealer (who, presumably, has been enrolling new subscribers for
Dish), it would appear very much in Dish's economic interest to make a routine of granting
express written permission as quickly as possible. Indeed, it appears entirely foreseeable that
when Dish notifies an authorized dealer that Dish has determined that it is telemarketing without
Dish's permission, Dish's notice might itself have language to the effect of, "To remedy this
violation, you must fill out the enclosed paperwork and return it to us within ten days so that we
can grant you express written permission. If you do not do so, we will be obliged to terminate
your authorized dealership."

Under this proposal, it appears authorized dealers would have little incentive to seek Dish
permission for telemarketing. If they are caught telemarketing without permission, they would
have ten days to cure without penalty; and until then, they would have every reason to telemarket
without subjecting themselves to the monitoring and compliance measures. Likewise, Dish
would seem to have little incentive vigorously to ensure that authorized dealers telemarket only
with its permission. Part of what plaintiffs are seeking through a consent decree is effective
monitoring and compliance programs that apply to all dealers who telemarket Dish services.
This proposed cure language gives us little assurance that we would get the benefit of our
bargain.
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2. Authorized telemarketers found violating substantive telemarketing
requirements

The second category of violations is even more problematic. To become an "authorized
telemarketer," a dealer must persuade Dish that it has an effective compliance program in place,
and agree to have its telemarketing monitored by an outside third party. By definition, then,
authorized telemarketers in this category are those who have Dish-approved compliance
programs and know their telemarketing is subject to monitoring, but, even so, engage in
substantive telemarketing violations.

Such violations can take many forms: Delivering prerecorded solicitation messages
without express permission from consumers; telemarketing to persons on the national Do Not
Call Registry (for whom there is no established business relationship exception); telemarketing to
persons on Dish's entity-specific Do Not Call list; failing to add consumers to Dish's entity-
specific list on request; failing to connect answered calls to a sales representative within two
seconds; failing to transmit required Caller ID information; and several others. If the authorized
telemarketer is in fact adhering to the compliance program that Dish approved, and is aware that
its telemarketing is being monitored by a third party, it appears implausible that such violations
would occur wholly as the result of error—one of six criteria needed for the authorized dealer to
qualify for the Telemarketing Sales Rule's "safe harbor" to escape liability for Do Not Call
violations, 16 C.F.R. § 310.4(b)(3)(vi).' It appears likely that a higher portion of substantive
violations will arise because the authorized telemarketer is not, in fact, adhering to the
compliance programs that it told Dish it would, and is not monitoring and enforcing its own
compliance—another of the six criteria it would need to escape liability for Do Not Call
violations under the TSR's safe harbor, 16 C.F.R. § 310.4(b)(3)(v). In fact, it appears likely that
some significant portion of violations in this category would be due to authorized telemarketer
conduct that is reckless or worse, perhaps as much as intentional.

Against this background, it is not in the least clear what it would mean for an authorized
telemarketer to "cure" a demonstrated violation of substantive telemarketing requirements. In
Dish's view, would it be sufficient for the Dish-authorized telemarketer to accept the same
compliance program again? (After all, by hypothesis, Dish approved the dealer's compliance

' There is a separate safe harbor for failing to connect answered calls to sales
representatives within 2 seconds, which requires (among other conditions) that 97% of all
answered calls be transferred within the required time. 16 C.F.R. § 310.4(b)(4). There is no safe
harbor under the TSR for delivering prerecorded solicitation messages without express
permission, or for failing to transmit Caller ID information. And no safe harbors protect
telemarketers from liability for violating the TCPA and its regulations, or for violating the
requirements of the pertinent State auto-dialing and telemarketing laws.
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program when Dish authorized the dealer to become an authorized telemarketer.) Would it be
sufficient for the authorized telemarketer to sign onto a new compliance program? To accept
more frequent monitoring?

Where the authorized telemarketer's compliance program was approved by Dish but did
not work, plaintiffs are having difficulty envisioning any meaningful "cure" (especially if it is
Dish that would approve or reject proposed cures). In addition, we are unsure how it would
advance our enforcement interests if Dish could continue profitable relationships with
telemarketers who engage in demonstrated telemarketing violations despite having Dish-
approved compliance programs.

3. Authorized dealers telemarketing without Dish's permission who also violate
substantive telemarketing requirements

For similar reasons, we are hard-pressed to see how it would advance our enforcement
interests if Dish could continue profitable relationships with authorized dealers who telemarket
Dish services without Dish permission (contrary to the terms of the proposed consent decree and
their contracts with Dish) and engage in demonstrated telemarketing violations (contrary to the
proposed consent decree and substantive telemarketing laws). To be sure, such dealers by
definition do not have Dish-approved compliance programs in place. But by definition, such
dealers are also by definition violating both their contacts with Dish not to telemarket absent
Dish's agreement, and in violation of substantive law.

To sum up, for the first category, it is possible that Dish might be able to suggest a range
of penalties and other provisions that would give authorized dealers (and Dish itself) strong
incentives to ensure that Dish dealers seek and obtain Dish's permission (based upon a
demonstrated compliance program, etc.) before telemarketing Dish services (and deter them from
waiting until they are caught telemarketing without permission to seek and obtain Dish's
permission). For the second and third categories, we are dubious, but will listen to whatever
Dish has to say.
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Thank you for your assistance in this matter. My counterparts and I look forward to
meeting with you at FTC's headquarters in Washington, DC, at 10 a.m., Wednesday next week,
September 9.

Sincerely yours,

Daniel K. Crane-Hirsch
Trial attorney

Enclosure: Plaintiffs' proposed consent decree as of September 3, 2009

cc: Albert Norman Shelden, Deputy Attorney General, Consumer Law Section,
California Office of the Attorney General (via e-mail to albert.shelden(a), 
doj.ca.gov)

Elizabeth Blackston, Chief, Consumer Fraud Bureau, Southern Region, Illinois
Attorney General's Office (via e-mail to eblackston(a)atg. state. il.us)

Jeffrey M. Feltman, Assistant Attorney General, Consumer Fraud Bureau, Illinois
Attorney General's Office (via e-mail to ifeltman(a),atg. state. il. us)

Erin B. Leahy, Assistant Attorney General, Consumer Protection Section, Ohio
Attorney General's Office (via e-mail to erin.leahyoohioattorneygeneral 
. o)

Michael S. Zeigler Assistant Attorney General, Consumer Protection Section,
Ohio Attorney General's Office (via e-mail to michael.zieglerna,
ohioattorneygeneral. gov)

Kevin Anderson, Assistant Attorney General, Consumer Protection Division,
North Carolina Office of the Attorney General (via e-mail to kander(a,
ncdoj .gov)

Confidential/  SLC_ DNC_Investigation_0004621

008643

CONFIDENTIAL

CONFIDENTIAL

TX 102-009081

JA009819




